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Effective
Emergency

Management

A ny organization’s 
re  sponse to an 
emergency is one of 

the most visible activities in 
which it can be involved. In 
some cases, a business may 
be located within a neigh-
borhood, where it has 
operated for years, flying 
under the radar because it 
has had no incidents that 
have affected residents.

Once an incident oc-
curs, whether it is a fire, 
a HazMat incident or a 
severe injury, residents 
instantly become aware of 
the company’s presence in 
their neighborhood. This is 
particularly true in today’s 
real-time world, in which a 
significant incident quickly 

becomes common knowledge, spreading rapidly 
via social media outlets, the Internet and 24-hour 
news services. As a result of the negative publicity, 

residents may begin to believe that the com-
pany is a threat to their safety and well-being 
and a less-than-desirable neighbor. The con-
sequences of the incident, in terms of public 
perception of the company, is influenced by 
the company’s emergency preparedness and 
response, as well as its coordination with lo-
cal emergency responders. 

Emergency response incidents are inher-
ently dangerous. Unlike routine operations 
within a facility, the risk cannot be completely 
eliminated. When addressing routine, planned 
operations, stakeholders have adequate time 
to thoroughly analyze the situation and devel-
op appropriate risk controls before beginning 
the operation. In the fast-paced, life-and-
death world of emergency response, 
those involved do not always have time 
to thoroughly analyze the situation and 
eliminate all risk before acting.

Some incidents, especially those in-
volving hazardous materials, can be far-
reaching, affecting people far away from 
the incident over long periods; can be severe, 
posing an acute or chronic, and an immediate or 
delayed health effect; and insidious in that the 
presence of the hazardous material may not be 
immediately apparent. Emergency incidents 
can become significant because they can af-
fect wide areas of land, water or air; pose 
an unreasonable risk to people, property 
and environment; and can quickly spread 
through multiple jurisdictions. A complicat-
ing factor in today’s world is that responders 
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must contend not only with acci-
dental and natural emergencies, 
but also with intentional acts 
(e.g., terrorism).

Emergencies come in many sizes 
and shapes; some are easy to miti-
gate, others are complex and chal-
lenging to mitigate. Emergencies 
can occur at inopportune times, 
such as during periods of minimal 
staffing (e.g., nights, weekends, 
holidays) or bad weather. Emer-
gencies also can occur in incon-

venient locations, such as in 
unexpected areas or in inacces-

sible locations.
Managing an emergency 

incident requires a calm 
leader. This task is stress-
ful, but experience has 
shown that successful 
managers properly utilize 
subordinate staff and fo-
cus everyone on achiev-
ing a common goal. In 
addition to being knowl-
edgeable about the avail-
able emergency response  
tech  nologies, emergency 
managers must be current 
on the latest information 
in a rapidly changing 
world with new threats, 
hazards and risks. 

Emergency 
Response Safety

Emergency response 
safety is critical, even 
more so than in routine 
operations, because of 
the inability to conduct 
a thorough hazard and 
risk assessment and 
eliminate risk. Safety 
must be a primary 
consideration in every 
action taken at an inci-
dent scene. Although 
an emergency scene 
initially may appear all 
but lost and beyond 
responders’ ability 
to do anything, and 
although mitiga-
tion efforts may ap-
pear unsafe, proper 
planning, training 
and experience can 
reduce risk during 
these activities.

Several basic tech-
niques can be used 

to maximize emer-

gency responder safety. The bud-
dy system and backup teams are 
key examples. The buddy system 
simply means that no emergency 
responder operates in the dan-
ger zone alone; crews should be a 
minimum of two properly trained 
and equipped responders. If one 
responder is incapacitated, the 
other responder(s) can call for help 
and provide immediate assistance. 
Backup teams are emergency re-
sponders dressed in the same level 
of PPE as those in the danger zone 
who have the proper tools so they 
immediately deploy to provide ad-
ditional assistance. Backup teams 
also should have at least two re-
sponders. 

Emergency Response Risk
Why do emergencies pose risk 

and why are they often perceived as 
unsafe? The answer is quite simple. 
As noted, responders often do not 
have enough time to fully analyze 
and plan a dynamic event. As seen 
in Figure 1 (p. 30), emergency re-
sponse operations can be classified 
based on frequency and risk. Some 
emergencies are addressed with 
a relatively high frequency (e.g., 
worker suffers minor laceration). 
Others occur at a lower frequency 
(e.g., major fire on an upper floor of 
a high-rise office building).

Risk can be categorized as low, 
for example, if the worst-case 
scenario is a minor injury to a re-
sponder. High risk would translate 
to a life-threatening or even fatal 
injury. Typically, emergency re-
sponders are not concerned about 
low-frequency/low-risk incidents 
as such events are infrequent and 
the risk to responders is low.

Emergency responders also gen-
erally are not too concerned about 
low-risk/high-frequency and high-
risk/high-frequency incidents be-
cause such incidents occur quite 
often and, therefore, responders 
are familiar with the hazards pre-
sented and likely have plans, pro-
cedures and training to minimize or 
eliminate significant harm.

The incident that presents the 
most concern is the high-risk/
low-frequency event—the event 
that may occur only once or twice 
in a responder’s career. Examples 
might include a major explosion 
with several buildings burning 
or collapsed, many employees ©
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severely injured and others missing, or an un-
controlled leak of a hazardous material. Most re-
sponders have not encountered such incidents 
before, are not familiar with the challenges and 
risks, and do not have the benefit of experience 
or the resulting plans, procedures and training it 
would have provided.

To prepare for such incidents, each emergency 
response organization must define what it con-
siders acceptable and unacceptable risk before an 
incident occurs. An organization also must ensure 
that it has trained personnel sufficiently to assess 
hazards and risk, and to apply appropriate safety 
techniques to protect themselves. The key with risk 
is recognizing when the risk is too great and disen-
gaging responders before harm can occur.

Incident Command System: Background
The incident command system (ICS) was devel-

oped in the western U.S. in the 1970s. It addressed 

several known problems experienced 
while fighting large brush fires common 
to that area, such as the Laguna fire in 
1970 that burned more than 175,000 
acres, destroyed 382 houses and killed 
eight people [FEMA(a)].

The objective of an ICS is to help the 
incident commander (IC) safely and ef-
fectively manage and employ resources, 
and ensure responder safety through a 
coordinated planning and response ef-
fort. Without use of an ICS, responses 
typically:

•lack accountability;
•have poor coordination;
•use an uncoordinated and nonsys-

tematic planning process;
•order and use most resources ineffi-

ciently and ineffectively;
•fail to efficiently and effectively inte-

grate on-scene responders;
•tend to have safety issues [FEMA(a)].
The ICS was modified over time to be-

come modular and all-hazard, meaning it 
can be used for both large and small inci-
dents, and for situations other than fires, 
both planned (e.g., parades, large gather-

ings) and unplanned (e.g., HazMat incidents, miss-
ing people, natural disasters). Over the years, ICS 
use has become widespread, as many organizations 
embraced the concept.

Additionally, some organizations started to man-
date use of ICS. For example, both OSHA (29 CFR 
1910.120) and EPA (SARA Title 3) require use of 
ICS at HazMat incidents. Federal Emergency Man-
agement Agency (FEMA), through the National 
Incident Management System, requires use of ICS 
as well. Even nonregulatory bodies, such as NFPA, 
have promulgated consensus standards (e.g., NFPA 
471, 600, 1500) that require use of ICS. 

Key Elements of ICS
The complexity of incident management, along 

with the likelihood of multiagency and multijuris-
dictional response to an incident, requires a single 
standard incident management system used by all 
responders. Several features make ICS a valuable 

tool. These features include:
•ICS organization. ICS includes the 

use of both a command staff, which ad-
vises the IC, and a general staff, which 
handles the five major management ac-
tivities. Command staff includes the IC, 
public information officer, liaison officer, 
incident safety officer and documenta-
tion officer. General staff includes com-
mand, finance/administration, logistics, 
operations and planning.

•Incident facilities. ICS incorpo-
rates predesignated incident facilities. 
The two most common are the incident 
command post and the staging area.

•Incident action plan. This plan 
provides all incident supervision with 

Figure 1

Frequency Vs. Risk in Emergencies

Emergency response 
activities are highly 
visible to the com-
munity. Notice the 

spectators watching 
responders operating 
at this early morning 
motor vehicle crash.
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direction for future actions, including measurable 
tactical operations.

•Span of control. This refers to the number of 
organizational elements that may be directly man-
aged by another.

•Common responsibilities/terminology. Var-
ious disciplines may not understand each other’s 
jargon. To help avoid confusion, ICS uses com-
mon terminology to describe resources, tasks, su-
pervisory levels and functions, tactical steps, etc. 
[FEMA(a)].

Over time, ICS developed a bad reputation be-
cause many responders viewed it as little more than 
complex organization charts, and a multitude of 
forms and elements that do not apply specifically to 
a given organization (e.g., bases, camps, tankers).

However, ICS should instead be described for 
what it really is: a modular, flexible, standardized 
system used by emergency responders to ensure ef-
ficient resource management resulting in a safe, ef-
ficient, effective response. An ICS does not provide 
specific solutions on how to mitigate specific inci-
dents. However, it provides a template and the tools 
needed to safely and efficiently manage an incident.

An effective ICS will:
•enable a coordinated response among various 

jurisdictions and agencies;
•establish a common process for planning and 

management of resources;
•allow for integration within a common organi-

zational and management structure [FEMA(a)].

Principles of ICS
ICS works for small routine operations as well as 

catastrophic events. A key principle of the system is 
its flexibility. ICS organizational structure is based 
on:

•incident size and complexity;
•specifics of the hazardous environment created 

by the incident;
•incident planning process and incident objec-

tives.
In about 98% of emergency incidents, the orga-

nizational structure is relatively simple, with the IC 
position filled and single resources being used to 
mitigate the incident [FEMA(a)]. 

Common terminology is a critical component 
of ICS, as it helps ensure that all responders are 
speaking the same language. This terminology is 
used for organizational functions, incident facili-
ties, resource descriptions and position titles.

One safety feature of ICS is span of control, 
which is defined as the number of subordinates a 
supervisor can effectively manage during an emer-
gency incident. In the daily work routine, it may be 
reasonable to expect a first-line supervisor to effec-
tively supervise 10 to 15 employees. However, due 
to the high levels of risk and potential danger pres-
ent in emergency response operations, it has been 
found that a supervisor can safely manage three to 
seven subordinates, with five being optimum.

Span of control is influenced by incident type 
and complexity, nature of the response or task, dis-
tance from the supervisor (whether subordinates 

can be observed to ensure their 
safety) and other safety factors. 
Span of control can be maintained 
as additional resources are added 
to the response by taking advan-
tage of ICS’s modular organiza-
tion, and organizing resources into 
sections, branches, groups, divi-
sions, units or crews. These orga-
nizational structures can be added 
as resources are added, then de-
mobilized as resources are released. Although no 
hard and fast rules are in place, remember that only 
necessary functions/positions are filled [FEMA(a)].

ICS predesignates several incident facilities. The 
first is the command post. This is the area where the 
incident management team assembles and works. 
Depending on the incident’s nature and location, 
the command post could be located on the street, 
out in the open exposed to the weather, or inside 
an adequately sized vehicle or building where the 
team can work in a comfortable environment, out 
of the weather and in a secure area with the neces-
sary support functions such as phone/fax/Internet, 
food and sanitary facilities.

The staging area is where resources, both equip-
ment and personnel, are marshaled until needed. 
This area should be large enough to accommodate 
all necessary resources and be in a safe location. 
However, the staging area should be close enough 
to the incident scene that resources can arrive 
within 3 to 5 minutes after being requested.

Specific ICS position titles have been developed 
as well. This provides a common standard to en-
sure consistency across the emergency response 
spectrum. For example, a municipal IC may have 
a title of foreman, sergeant, lieutenant, captain or 
battalion chief. A private-sector IC may have a title 
of foreman, supervisor, superintendent or manager. 
By using standardized titles, all responders know 
the individual’s position and degree of responsibil-
ity, regardless of everyday job title.

Unity of Command & Unified Command
Another cornerstone of ICS is unity of com-

mand. This term simply means that each subordi-
nate has only one boss. Responders should report 
to one supervisor and receive work assignments  
from only that supervisor.

Although things 
may seem hopeless 
when responders 
first arrive, emer-
gencies that are 
properly managed 
often have favor-
able outcomes. 
That was the case 
with this three-story 
building which was 
under construc-
tion. The radiant 
heat was starting 
to ignite the homes 
across the street.

Emergency 
responders 
should utilize 
the buddy 
system 
whenever in 
the danger 
zone.
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Unified command is a collaborative effort. It 
enables all responding agencies to manage an in-
cident together by establishing a common set of 
incident objectives and strategies. It allows ICs to 
make joint decisions by establishing a single com-
mand structure. Unified command is used when 
multiple jurisdictions respond to an incident.

For example, suppose a facility has a fire and the 
emergency responders include the facility’s inci-
dent management and emergency response teams. 
Municipal responders include police, fire and 
emergency medical services. This is a classic ex-
ample of when a unified command should be used. 
The ICs from each of the five stakeholder organiza-
tions assemble in the command post and work co-
operatively to successfully mitigate the emergency 
by implementing a single incident action plan.

Why embrace unified command?
•It allows for specialist input.
•It allows each stakeholder to have input about 

how the emergency will be managed.

•It ensures that the interests of all stakeholders 
are addressed [FEMA(a)].

The Incident Commander
Command is the art of directing, ordering or con-

trolling the emergency scene by virtue of explicit 
statutory, regulatory or delegated authority. The IC 
is the person who is ultimately responsible for all 
decisions relating to incident management. Many 
responsibilities and accountabilities fall on an IC’s 
shoulders. In addition, the IC must be aware of 
many legal issues in order to avoid both individual 
and organizational liability.

A common question is, what characteristics 
make a good IC? Although opinions differ, experi-
ence has shown that an effective IC possesses the 
following characteristics:

•Proactive: Thinks ahead and anticipates devel-
opments and needs.

•Objective: Fairly evaluates all facts before mak-
ing a decision.

Basic Tenets of Emergency Response

Some basic concepts an emergency 
manager might find helpful:

Maintain focus. Incident manag-
ers should not dwell on what has 
already happened. Dwelling on the 
fact that there was an explosion 
or failure of a container, person-
nel have been injured or killed, or 
wondering how something could 
have happened serve only to dis-
tract from the mission of success-
fully mitigating an incident. Focus 
on what can be changed, not on 
what cannot.

Complacency kills. The investiga-
tion of most emergency responder 
injuries and fatalities often point 
to complacency as a causal factor. 
Since risk is always present during 
an emergency incident and the 
situation is very dynamic, emer-
gency responders must always be 
situationally aware and at the top 
of their game, depending on their 
training, equipment and proce-
dures to protect them. Never let 
your guard down.

Forget the words never and always. 
A good way to get in trouble quick-
ly is by managing an emergency by 
saying it never or always behaves in 
a certain manner. All incidents are 
different and must be evaluated for 
what they are. In the same vein, do 
not outwardly disregard or dismiss 
any information outright until it 

has been completely and thorough-
ly evaluated. 

The IC is responsible for managing or 
delegating command and staff func-
tions. Many things need to be done 
at an emergency. The IC is responsi-
ble for doing everything, or delegat-
ing that responsibility to another 
competent person(s). However, the 
IC is ultimately responsible for en-
suring that all tasks, whether kept or 
delegated, are completed properly.

The IC cannot be an island. In today’s 
world, an IC cannot realistically 
expect to know everything about 
all types of potential emergencies. 
Although the IC may have exper-
tise in one or more areas, in some 
incidents input from subject-matter 
experts will be needed.

For example, for a HazMat release 
at a fixed chemical facility, it would 
make sense to consult with facil-
ity experts. Experience has shown 
that ICs who think they have all the 
answers for every possible situation 
often have the biggest problems. 
Don’t be afraid to say, “I don’t know 
the answer,” and find someone 
who does. The safety of responders 
requires that degree of honesty.

If in command, take command. If as-
signed the responsibility of incident 
command, take charge and lead the 
effort to mitigate the emergency 
immediately. The IC must exude a 

command presence, and let there 
be no doubt that you—and you 
alone—are in command. ICs who 
tend to be more reserved often find 
that things don’t go according to 
their plan as others assume a lead-
ership role and start giving orders. 
This can lead to disaster as there 
are now several plans being imple-
mented that may be in conflict with 
each other. When the management 
of incidents degrades to this state, 
problems are likely. Remember, the 
only thing worse than a bad deci-
sion is no decision.

The IC cannot get involved at the task 
level. The IC is like the conductor of 
the orchestra. One is not likely to 
see the conductor put down the ba-
ton, climb down into the orchestra 
pit and start playing the clarinet. If 
so, the overall tune would likely be 
sour as there is no overall direction 
for the rest of the orchestra. The 
IC’s job is to maintain focus on the 
big picture, ensuring the safety and 
health of responders, coordinating 
resources, keeping a strategic focus 
and managing the incident. If the 
IC starts getting his/her hands dirty, 
overall control of the incident is 
lost, things don’t get done and the 
situation generally deteriorates.

Control the situation or it will control 
you. Emergency incidents are dan-
gerous and dynamic. Few incidents 
end at the same point at which they 
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•Calm: Exudes confidence and the perception 
that all is well.

•Quick thinker: Able to make key decisions 
quickly.

•Safety oriented: Conscious of uncontrolled risks 
and willing to use all necessary means to protect 
responders.

•Adaptable/flexible: Aware that an incident is 
dynamic and able to adapt to the flow of events.

•Realistic: Understands the limitations and ca-
pabilities of personnel and equipment. 

•Decisive: Is firm and follows through 
once a decision has been made.

•Patient: Understands that time will 
pass between plan development and im-
plementation before change will occur.

•A good listener: Listens to all facts and 
opinions provided by supporting staff.

Based on the author’s experience, an 
effective IC has above-average leadership 

skills, which encompass providing purpose, direc-
tion and motivation to responders working to ac-
complish difficult tasks under dangerous, stressful 
circumstances.

A good operational leader:
•communicates by giving specific instructions 

and asking for feedback;
•supervises and manages the incident scene;
•evaluates the plan’s progress and effectiveness;
•understands and accepts the need to modify 

strategy and tactics;

Basic Tenets of Emergency Response

began. By their nature, emergencies 
tend to grow larger and expand ex-
ponentially if response is not well-
executed. ICs who do not act in a 
proactive and aggressive manner 
are often playing catch up in trying 
to mitigate the incident. Instead 
of the IC dictating the conditions, 
responders are now in a reactive 
mode as the incident has its way.

You can never have enough manpow-
er. One common pitfall for an IC is 
not ensuring that adequate man-
power is available for immediate de-
ployment if needed. Often, the first 
wave of responders is committed to 
the mitigation efforts, and no provi-
sion has been made for a second 
wave of responders. The bottom line 
is that most emergencies typically 
require at least twice the number of 
responders to mitigate the incident 
than was initially determined. Con-
sideration should be given to calling 
for additional resources as soon as 
possible. Remember the lag time 
between ordering resources and the 
time they actually arrive on scene 
can be significant.

Know the limitations of your people 
and equipment. Most emergency 
responders think they can do 
anything. However, despite their 
best intentions, responders cannot 
operate at high levels of stress and 
exertion, wearing PPE in poor envi-
ronmental conditions for extended 

periods of time. An IC who expects 
responders to operate at that level 
for hours is asking for trouble.

Most responders require a con-
siderable rehabilitation period after 
working as little as 15 minutes. 
Likewise, the IC must know what 
their equipment can do. If a fire 
flow of 6,000 gpm is needed, and  
the fire pump can only supply 1,500 
gpm, the expected results will not 
be realized. Know what the people 
and equipment can do, and ensure 
that adequate resources are avail-
able to meet tactical needs.

Every incident needs: Plan A (in use); 
Plan B (in your pocket); and Plan C 
(under development). The key to 
success in an emergency is proper 
planning. Incident action plans must 
be developed quickly, and com-
municated to responders before 
starting  an operation. Seldom is an 
incident completely and successfully 
mitigated using the original plan. 
Therefore, it is recommended that a 
second plan be immediately avail-
able once the first plan is initiated, 
as conditions can and will change 

rapidly. At the same time, a third 
plan should be under development 
taking into consideration what has 
already happened through the em-
ployment of Plan A.

Know when to say no. Sometimes, 
the best option is to do nothing. 
The risk is too great, and there is an 
insufficient amount of resources, 
training or personnel to accom-
plish something positive. There is 
no sense in adding to the casualty 
count by taking the approach that 
something must be done. Instead, 
wait for more favorable odds.

Despite the best plans, bad things will 
happen. It has been established that 
emergencies are dynamic, and the 
risk posed to responders cannot be 
completely eliminated. Although  
planning and training may have 
been great, and the best equipment 
is available, bad things are sure to 
happen considering the adverse 
environment in which responders 
work. The IC’s job is to reduce the 
adverse consequences as best as 
possible, yet be prepared for bad 
things to happen.

For complicated incidents, it is a good practice to have several plans available in 
case the initial one is not successful.
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•ensures safe response activities;
•takes command of assigned resources;
•motivates subordinates with a can-do-safely 

attitude;
•demonstrates initiative by taking action through 

sound, timely decisions [FEMA(b)].
Leadership brings with it authority, responsi-

bility and accountability. The leader must possess 
three key values:

•Duty. The leader has a duty to step out of a 
tactical role and assume a leadership role, mak-
ing sound and timely decisions. Duty is how one 
values the job. A leader’s primary duty is to fully 
understand the job and become proficient in ex-
ecuting his/her responsibilities.

•Respect. Respect does not necessarily come 
with the title. True respect from subordinates must 
be earned. In the emergency response field, respect 
can be earned through good communication skills, 
building the team, knowing support staff’s capa-
bilities and limitations, ensuring their well-being, 
and being knowledgeable and experienced. 

•Integrity. Integrity is how one values him/her-
self. One must be in charge of oneself before one 
can be in charge of others. A leader with integrity 
separates right from wrong, and acts according to 
what s/he knows is right, even at personal cost. A 
leader seeks responsibility and is prepared to ac-
cept responsibility for his/her actions [FEMA(b)]. 

Who Is in Charge?
Upon arriving at an incident, the highest-rank-

ing person will assume command. In fact, the IC 
position is the only position that is always staffed 
in ICS applications. During small incidents, the IC 
may accomplish all management functions. 

The fundamental questions are, who has the 
authority and responsibility to be in charge of the 
emergency response effort, who is in charge for the 
company, and how are each selected? 

Typically, a private-sector IC holds a senior posi-
tion within the local organization. However, is this 
person best-suited for the job by virtue of his/her 
title? Does this person have the requisite knowl-
edge and experience in emergency response? Is 

s/he fully capable of managing a complex response 
effort? In the author’s experience, this can be a po-
litical issue, but it is worth evaluating whether the 
person designated as the IC is appropriately quali-
fied to hold that position.

The municipal IC is also the senior person within 
the responding agency. However, this person usu-
ally has years of emergency response experience, 
has attended many hours of emergency response 
training, and typically holds local, state or federal 
certification(s) in several areas, including incident 
command. While politics can play a role in the 
public sector as well, certain protocols must be met 
to promote an individual to higher ranks.

The next question: When two agency ICs are 
present, which one is in charge? As noted, the ideal 
situation is to have a unified command in which all 
stakeholders are represented. Still, someone must 
be the overall boss. Most public-sector jurisdictions 
have legal authority through local ordinances or 
state statutes to assume command of the incident 
scene. This issue should be researched, planned for 
and coordinated between the private- and public- 
sector organizations long before an incident occurs 
to ensure operational efficiency.

The Incident Safety Officer
The incident safety officer (ISO) is a member of 

the command staff. This individual has overall re-
sponsibility for all safety and health issues related 
to the emergency, and his/her primary job is to ad-
vise the IC on those issues. The ISO has an impor-
tant power—s/he can stop any unsafe act observed 
without going through the chain of command. 
This is an important authority and it should not be 
abused. The ISO should try to work within the ICS 
framework to resolve safety and health issues, and 
use this authority only as a last resort.

Where possible, an ISO should appoint assistant 
ISOs, especially during large, complex responses. 
Whereas the ISO is looking at the big picture, en-
suring the safety and health of all affected parties, 
the assistants can assume some related responsi-
bilities. For example, an assistant ISO could be as-
signed to the operations section, where s/he will 
focus exclusively on emergency responders. This 
provides an additional level of protection to help 
identify hazards and risks as responders implement 
tactical operations and helps ensure responders’ 
safety and health by providing an extra set of dedi-
cated eyes to observe their operations.

Two important operations must be addressed by 
an assistant ISO assigned to the operations section: 
1) emergency responder rehabilitation (rehab) and 
2) responder accountability. Rehab is the process 
of removing responders from response activities 
for rest, recuperation and rehydration. This is done 
away from the incident in a location where re-
sponders can remove PPE, undergo medical evalu-
ation, rehydrate and recover from stresses related 
to their activities.

Responder accountability means knowing where 
each responder is at any given time and what task 
each has been assigned. The accountability system is 

Effective emer-
gency response 

requires the 
coordinated effort 

of all responders 
through the inci-

dent command 
system to ensure 

safety.
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particularly critical should a responder become lost 
or incapacitated; using the system, backup teams 
will know what the responder was doing and where.

Authority
The IC position comes with a certain level of 

authority. In this context, authority is the right or 
obligation to act on behalf of a company, depart-
ment, agency or jurisdiction. In the public sector, 
an IC’s scope of authority is derived from existing 
laws, statutes or ordinances; agency policies and 
procedures; and delegation from an elected official 
or agency administrator. In the private sector, au-
thority is derived from delegation by corporate offi-
cers, by virtue of one’s position in the organization, 
and company policies and procedures.

In either case, some considerations must be ad-
dressed to protect the IC and the organization from 
potential embarrassment and/or liability:

•Legal authorities and restrictions. Are there any 
legal requirements, such as notification of govern-
mental agencies, or restrictions, such as what can/
cannot be done? 

•Financial authorities and restrictions. Is the IC 
authorized to commit or spend funds to mitigate 
an emergency? If so, what are the limitations?

•Reporting requirements. Do any internal or ex-
ternal reporting requirements exist with regard to 
the emergency (e.g., injury, fatality)?

•Agency priorities. Are any agency or organiza-
tional priorities in conflict with those of the public 
sector? Has an effort been made to resolve these 
conflicts before an emergency?

•Process for communications. Does a tested 
ability exist to communicate internally and exter-
nally to the organization?

•Political considerations. Do any internal or ex-
ternal political considerations pose a hindrance to 
effective emergency response [FEMA(b)]?

Coordination With Local Responders
In the author’s experience, high levels of friction 

can arise when public-sector crews respond to an 
incident at a private-sector facility. At the core:

•The primary mission of public-sector respond-
ers is to protect the community.

•The primary mission of private-sector respond-
ers is to protect the company’s assets.

Such conflict arises not because of intentional 
malice or dislike; rather, it is related to differing 
and, in some cases, competing priorities and inter-
nal politics. This barrier must be overcome to en-
sure an effective emergency response. To achieve 
this, both parties must take the time to coordinate 
efforts and plans, then practice them through drills 
and exercises. By meeting and discussing organi-
zational priorities, each side can gain a better un-
derstanding of the other’s position and identify a 
solution that addresses both parties’ needs.

In the author’s experience, the two perspec-
tives on how the emergency should be reported 
and handled are often based on political consider-
ations. The public sector would prefer:

•to be notified of the emergency situation at the 

earliest possible time, before 
the event has escalated;

•that detailed information 
about the situation be provid-
ed on the initial 9-1-1 call to 
provide an accurate picture of 
the situation;

•that a knowledgeable per-
son meet the IC upon arrival 
on scene to provide necessary 
information and start working 
in a unified command mode.

In comparison, the private 
sector:

•would prefer to delay (or 
eliminate) notification to mu-
nicipal responders because of 
the potential for negative pub-
licity and possible regulatory 
activity that may arise from 
notification;

•would prefer to provide minimal information 
on the initial 9-1-1 call in order to minimize the 
apparent significance of the event and help ensure 
a minimal response;

•may not have a knowledgeable individual avail-
able to meet incoming responders, often because 
all knowledgeable resources are working to miti-
gate the incident;

•believes its personnel must be in charge be-
cause public-sector responders do not have the 
facility’s best interests at heart.

Such differences must be addressed if there is to 
be a successful outcome. Preincident coordination 
is needed; this process will take months to achieve 
and it encompasses several recommended steps:

1) Meet with local responders. Introduce com-
pany staff to local responders. Talk about the 
company; work performed at the facility; level of 
emergency response capabilities, training and ex-
perience present on site; help that can be provided; 
and type of assistance likely needed in the event of 
an emergency.

2) Share the facility’s emergency response plan. 
Send a copy of the plan to local responders, and 
ask for a critical review with the goal of making it a 
practical, realistic, workable and achievable plan. In 
addition, make sure municipal responders can meet 
the facility’s needs. On both sides, much confusion 
can exist about how quickly a sizable response force 
can be assembled, the amount of manpower and 
quantity of emergency equipment that is readily 
available, and the levels and types of services that 
can be provided.

3) Invite responders for a facility tour. Provide an 
overview of the company, personnel, operations 
and emergency response capabilities. During the 
tour, point out all critical infrastructure and target 
hazards.

4) Develop preemergency plans jointly. These 
plans are used when an emergency occurs. By 
developing them before an emergency occurs, re-
sponders are better able to fully analyze situations 
and carefully develop safe, efficient plans for vari-

Don’t dismiss information without evaluat-
ing it. Although the assumption was that 
the contents of this truck were hazardous, 
the first report that it contained molasses 
was accurate.
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ous scenarios. This is a great opportunity for the 
site team to work with municipal responders and 
further develop a solid working relationship.

Once plans are developed, they should be incor-
porated into the training and exercise program so 
they can be practiced and tested. Make sure they 
are critiqued after each use, so they can be further 
refined and enhanced. 

5) Ensure interoperability of equipment and sys-
tems. Interoperability means the various systems 
are compatible with each other. For example, hose 
threads should match for both organizations so that 
they can be connected and used interchangeably. If 
one sector is considering an equipment purchase, 
coordination helps ensure that the new equipment 
is compatible. Interoperability helps ensure a safer 
and more efficient response.

6) Provide joint emergency response train-
ing. If responders are expected to provide specific 
emergency services at a facility, provide them with 
some site-specific training. For example, if the fire 
department is expected to provide confined space 
rescue, provide some classroom and practical 
hands-on training.

7) Conduct emergency exercises. These are an ex-
cellent way to establish good relationships between 
the two teams. During these exercises, responders 
can get to know one another in a low-stress envi-
ronment, while learning about each other’s capa-
bilities and limitations. Start small with a tabletop 
exercise and work up to a full-scale exercise.

8) Conduct joint debriefings and critiques. In-
volve both facility and municipal responders in de-
briefings and critiques after training, exercises and 
actual incidents to further strengthen relationships 
and facilitate team building.

9) Maintain communications. Once a good 
working relationship is started, maintain it. Share 
new and updated information on a timely basis. 
Meet periodically to ensure that communication 
channels remain active.

Keys to Successful Incident Management
An IC’s primary responsibility is to quickly as-

sess an incident. The IC must determine what has 
happened, what is happening and what is likely to 
happen, then analyze applicable safety issues, as-
sess risks and start formulating a mitigation plan. 
This is a large task, but it can be achieved quickly 
and efficiently if divided into small, manageable 
chunks.

The first step is to utilize incident response pri-
orities. The initial snapshot (assessment) should 
identify issues related to incident priorities so that 
an appropriate action plan can be developed. Not 
many factors pertaining to emergency response 
remain constant regardless of what is occurring. 
However, incident priorities never change.

These priorities are:
1) Life safety. Ensuring that personnel are safe 

and free from an unreasonable amount of risk 
is the first priority. The first group to consider is 
emergency responders. As part of the job, respond-
ers assume a reasonable amount of risk in order to 

rescue and save a victim that a lay person would 
normally avoid. However, responders should not 
be deployed into a situation in which they are likely 
to be severely injured or killed.

In the author’s experience, an effective mantra 
is, “Risk a lot to save a lot. Risk a little to save a lit-
tle.” An emergency responder will assume greater 
risk if there is a viable victim who has a reason-
able chance of being rescued and surviving the or-
deal (risk a lot to save a lot). However, responders 
should not be asked to assume that same level of 
risk to enter a burning vacant building, with little 
or no value, that was scheduled to be demolished 
(risk a little to save a little). Once responder well-
being is ensured, consideration should be given to 
ensuring the life safety of any victims.

2) Incident stabilization. Once life safety is-
sues have been addressed for both responders and 
victims, the next priority is incident stabilization 
or mitigating the emergency. This step should be 
initiated only after all life safety issues have been 
addressed, a risk assessment has been completed, 
an action plan has been developed, and an appro-
priate number of properly trained and equipped 
responders are on scene and ready to work. Typi-
cally, a medium level of risk is acceptable for inci-
dent stabilization activities.

3) Property conservation. The last priority is to 
conserve the property at risk. Generally, respond-
ers will take on little risk for the sole purpose of 
conserving property. 

Depending on the specific conditions encoun-
tered, the number of emergency responders pres-
ent, their training level and available equipment 
may allow an IC to address all three priorities con-
currently.

The next step is to formulate incident goals and 
objectives. These fall into two categories:

•Strategy, which is the overall desired outcome 
necessary to achieve a successful response. In the 
author’s experience it is best to select a strategy 
that is within acceptable safety norms; makes good 
sense (e.g., feasible, practical, suitable); is cost ef-
fective; and is consistent with sound practices and 
policies.

Consider this strategy: Contain and extinguish the 
fire to the room of origin; search for and rescue any 
victims; and ventilate the smoke, heat and toxic gas-
es from the structure without suffering any injuries.

•Tactics are the specific tasks that will be imple-
mented to achieve the strategy. Using the example 
strategy cited, tactics may include: establish a water 
supply; stretch a hand line and backup line to at-
tack the fire; cut a hole in the roof for ventilation; 
and deploy a search and rescue team.

It is a good practice to prepare multiple tacti-
cal plans in case the situation changes or the ini-
tial tactics fail to accomplish the stipulated goals. 
However, a change in strategic goals is often the 
result of some negative events, forcing the imple-
mentation of an entirely new plan.

Similar to goals in most aspects of life, response 
goals should be SMART:

Specific: State what is to be accomplished.

Many incidents 
occur in locations 

that are unex-
pected, such as 
this burning car 

perched precari-
ously on a guard-

rail. Such situations 
pose even more 

risk to emergency 
responders.
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Measureable: Identify what is to be achieved 
and within what time frame.

Achievable: Likely to be completed within the 
stated time frame.

Realistic: Able to be achieved with the resources 
at hand.

Timely: Will have a positive effect on overall 
mitigation efforts.

Strategic and tactical goals must be continu-
ously reevaluated to ensure that they progress as 
planned and have a positive effect toward success-
fully mitigating the incident.

Incident Action Plans
Next, an incident action plan (IAP) should be 

developed so responders can be made aware of 
the plans and their part in them, and they can be 
deployed.

The three action options for responders are:
•Offensive. Offensive actions are aggressive 

techniques used to mitigate the emergency. Typi-
cally, these actions require highly trained respond-
ers who are protected in the highest-level PPE and 
have the necessary equipment to perform their 
tasks. Offensive actions generally pose the highest 
level of risk to responders. Examples include enter-
ing a burning structure to extinguish a fire or enter-
ing a hot zone to patch a leaky container.

•Defensive. Defensive tasks are performed from 
a relatively safe distance, thereby reducing risks to 
responders. Defensive actions often require fewer 
responders, less training and less equipment. Exam-
ples include extinguishing a structure fire from the 
exterior using large-caliber hose streams, or diking 
a HazMat spill downgrade from the release point.

•Nonintervention. This step is used when one 
or more of four conditions exist: 1) not enough 
responders on scene; 2) training is inadequate to 
mitigate the incident; 3) not enough necessary 
equipment is available; or 4) risk exposure to re-
sponders is too great. Nonintervention sometimes 
means letting the incident proceed without inter-
vention or taking some basic defensive actions. This 
mode should continue until conditions change. An 
example would be to not extinguish a fully involved 
structure that is burning, but rather use the limited 
resources to protect the currently uninvolved expo-
sures on either side of the burning structure.

The IAP is typically prepared and communicated 
verbally, although for long duration or complex in-
cidents it may be written. It addresses:

1) Strategy: What do we want to do?
2) ICS: Who will be responsible for doing it?
3) Tactics: How will it be done?
4) Communications: How will we talk to each 

other?
5) Safety: What are the hazards and risks and 

what happens if someone gets hurt.
The IAP should be developed and communicat-

ed to all affected responders before implementing 
the tactical plan.

Progress Reports
Effective communication is the key to success. 

As noted, emergency response operations must be 
continually evaluated to ensure that activities are 
progressing as expected and that efforts are having 
the desired effect. In emergencies, conditions can 
and will change rapidly. Thus, responders in the 
field implementing tactical operations must pro-
vide immediate feedback to the IC so plans can be 
adjusted accordingly. Based on the author’s experi-
ence, a formal reevaluation of operations should be 
conducted every 15 minutes. This reevaluation also 
helps the IC identify additional resource require-
ments and determine whether the existing incident 
management structure is appropriate. 

As part of the progress report, the IC should 
evaluate current tactics. Is the incident stable, or 
is it decreasing or increasing in size and complex-
ity? Are tactics meeting current strategic and tacti-
cal goals? What is the current status of resources? 
Are the resources in good condition or will they 
soon be depleted? Are sufficient resources avail-
able? Are incident priorities being met? Have 
any emergency responders suffered casualties? Is 
progress being made in mitigating the incident? If 
events are not going according to plan, the reason 
can likely be traced to one of three factors: insuf-
ficient manpower, inadequate experience/training/
knowledge, or improper or insufficient equipment.

Conclusion
Emergency response incident management is 

a complex, challenging task that, at times, poses 
high levels of uncontrolled risks to responders. By 
definition, these incidents are unsafe and dynamic, 
sometimes changing quickly and dramatically.

However, such incidents can be successfully mit-
igated under specific circumstances:

•A suitable unified incident command system is 
used.

•Adequate communication and coordination ex-
ists between the public and private sector.

•Equipment between the responding agencies is 
interoperable.

•Adequate preemergency planning has been 
conducted.

•An effective training, drill and exercise program 
has been implemented.

•A good relationship of cooperation and coor-
dination exists between the company and the mu-
nicipality.

Becoming a good emergency responder or  IC 
takes years of education and experience, and is a 
never-ending road to excellence. In a world that is 
constantly changing with new hazards being iden-
tified and new threats being posed, emergency re-
sponders must commit to a lifetime of learning to 
maintain their edge.  PS
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A thorough hazard 
and risk analysis 
must be performed 
before committing 
responders 
to action.


